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6.3.1.4.1	Definition of the NEF API Charging Information 
Network Exposure Function API specific charging information is provided within the NEF API Charging Information. The detailed structure of the NEF API Charging Information can be found in table 6.3.1.4.1.
Table 6.3.1.4.1: Structure of the NEF API Charging Information
	Information Element
	Category
	Description
	NEF API Usage

	External Identifier
	OC
	This parameter holds the external Identifier identifying the served party associated to the SUPI or GPSI, if available.
	

	API Direction
	OC
	This field holds the direction to indicate if it is an API invocation from an AF or notification to an AF.
	

	API Target Network Function
	OC
	This field holds the identifier of the network function that either is the destination of the API invocation or triggers the notification.
	

	API Result Code
	OC
	This parameter holds the result of API Invocation.
	

	Ethernet Flow Info
	OC
	Identifies Ethernet packet flows.
	AsSessionWithQoS, ChargeableParty

	Flow Info
	OC
	Describe the IP data flow (which requires QoS).
	AsSessionWithQoS, ChargeableParty

	MAC Address
	OC
	Identifies the MAC address.
	AsSessionWithQoS, ChargeableParty, TrafficInfluence

	QoS Reference
	OC
	Identifies a pre-defined QoS information
	AsSessionWithQoS

	Request Test Notification
	OC
	Set to true by the AF to request the NEF to send a test notification. Set to false or omitted otherwise.
	AsSessionWithQoS, ChargeableParty, DeviceTriggering, MonitoringEvent, TrafficInfluence

	Sponsor Information
	OC
	Indicates a sponsor information
	AsSessionWithQoS, ChargeableParty

	UE IPv4 Address
	OC
	The Ipv4 address of the UE.
	AsSessionWithQoS 

	UE Ipv6 Address
	OC
	The Ipv6 address of the UE. 
	AsSessionWithQoS

	Usage Threshold
	OC
	Time period and/or traffic volume.
	AsSessionWithQoS, ChargeableParty

	Ipv4 Address
	OC
	Identifies the Ipv4 address.
	ChargeableParty, MonitoringEvent, TrafficInfluence

	Ipv6 Address
	OC
	Identifies the Ipv6 address.
	ChargeableParty, MonitoringEvent, TrafficInfluence

	Reference ID
	OC
	The reference ID for a previously selected policy of background data transfer.
	ChargeableParty

	Sponsoring Enabled
	OC
	Indicates sponsoring status.
	ChargeableParty

	CP Parameter Sets
	OC
	Identifies a set of CP parameter information that may be part of this CpInfo structure.
	CpProvisioning

	CP Reports
	OC
	Contains the CP set identifiers for which CP parameter(s) are not added or modified successfully. The failure reason is also included.
	CpProvisioning

	External Group Id
	OC
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [x].
	CpProvisioning, MonitoringEvent, TrafficInfluence

	External Id
	OC
	Uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [x].
	CpProvisioning, DeviceTriggering, MonitoringEvent

	MSISDN
	OC
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
	CpProvisioning, DeviceTriggering, MonitoringEvent

	MTC Provider Id
	OC
	Identifies the MTC Service Provider and/or MTC Application. (NOTE 3)
	CpProvisioning, MonitoringEvent

	Application Port Id
	OC
	This is used to uniquely identify the triggering application addressed in the device.
	DeviceTriggering

	Delivery Result
	OC
	The delivery result shall be included in the HTTP responses that indicate the delivery status of the device triggering.
	DeviceTriggering

	Notification Destination
	OC
	An URI indicating the notification destination for T8 notifications.
	DeviceTriggering, MonitoringEvent

	Priority
	OC
	Identifies the priority of the device trigger.
	DeviceTriggering

	Result
	OC
	OK, unknown or diverse failures
	DeviceTriggering

	Transaction
	OC
	Link to the related device triggering transaction resource to which this notification is related.
	DeviceTriggering

	Trigger Payload
	OC
	The device triggering payload.
	DeviceTriggering

	Validity Period
	OC
	The validity time in seconds for the specific action requested.
	DeviceTriggering

	Accuracy
	OC
	Identifies the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [x].
	MonitoringEvent

	Add External Group Ids
	OC
	Identifies user groups as defined in Clause 4.6.2 of 3GPP TS 23.682 [x].
	MonitoringEvent

	Association Type
	OC
	Identifies whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected.
	MonitoringEvent

	Cancel Indication
	OC
	Indicates whether to request to cancel the corresponding monitoring subscription. Set to false or omitted otherwise.
	MonitoringEvent

	Config Results
	OC
	Identifies a notification of grouping configuration result.
	MonitoringEvent

	Group Report Guard Time
	OC
	Identifies the time for which the NEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the AF.
	MonitoringEvent

	Idle Status Indication
	OC
	Indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.
	MonitoringEvent

	Location Area
	OC
	Indicates the area within which the AF requests the number of UEs.
	MonitoringEvent, ResourceManagementOfBdt

	Location Area 5G
	OC
	Indicates the 5G area within which the AF requests the number of UEs.
	MonitoringEvent, ResourceManagementOfBdt

	Location Type
	OC
	Identifies whether the request is for Current Location or Last known Location. 
	MonitoringEvent

	Maximum Detection Time
	OC
	Identifies the maximum period of time after which the UE is considered to be unreachable.
	MonitoringEvent

	Maximum Latency
	OC
	Identifies the maximum delay acceptable for downlink data transfers.
	MonitoringEvent

	Maximum Number Of Reports
	OC
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	MonitoringEvent

	Maximum Response Time
	OC
	Identifies the length of time for which the UE stays reachable to allow the AF to reliably deliver the required downlink data.
	MonitoringEvent

	Minimum Report Interval
	OC
	Identifies a minimum time interval between Location Reporting notifications.
	MonitoringEvent

	Monitor Expire Time
	OC
	Identifies the absolute time at which the related monitoring event request is considered to expire.
	MonitoringEvent

	Monitoring Event Report
	OC
	Identifies a monitoring event report which is sent from the NEF to the AF.
	MonitoringEvent

	Monitoring Event Reports
	OC
	Each element identifies a monitoring event report.
	MonitoringEvent

	Monitoring Type
	OC
	Enumeration of monitoring type.
	MonitoringEvent

	PLMN Indication
	OC
	Indicates the notification of UE’s Serving PLMN ID.
	MonitoringEvent

	Reachability Type
	OC
	Identifies whether the request is for “Reachability for SMS” or “Reachability for Data”.
	MonitoringEvent

	Subscription
	OC
	Link to the subscription resource to which this notification is related.
	MonitoringEvent

	Suggested Number Of Dl Packets
	OC
	Identifies the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	MonitoringEvent

	PFD Datas
	OC
	Uniquely identifies the PFDs for an external application identifier.
	PfdManagement

	PDF Reports
	OC
	Contains the external application identifiers for which PFD(s) are not added or modified successfully. The failure reason is also included.
	PfdManagement

	Desired Time Window
	OC
	Identifies the time interval.
	ResourceManagementOfBdt

	Number Of UEs
	OC
	Identifies the number of UEs.
	ResourceManagementOfBdt

	Reference Id
	OC
	Identifies a selected policy of background data transfer.
	ResourceManagementOfBdt

	Selected Policy
	OC
	Identity of the selected background data transfer policy.
	ResourceManagementOfBdt

	Transfer Policies
	OC
	Identifies an offered transfer policy.
	ResourceManagementOfBdt

	Volume Per UE
	OC
	Identifies the data volume expected to be transferred per UE.
	ResourceManagementOfBdt

	AF Application Id
	OC
	Identifies an application.
	TrafficInfluence 

	AF Service Id
	OC
	Identifies a service on behalf of which the AF is issuing the request.
	TrafficInfluence 

	AF Transaction Id
	OC
	Identifies an NEF Northbound interface transaction, generated by the AF.
	TrafficInfluence 

	Any UE Indication
	OC
	Identifies whether the AF request applies to any UE.
	TrafficInfluence 

	Application Relocation Indication
	OC
	Identifies whether an application can be relocated once a location of the application has been selected.
	TrafficInfluence 

	DNAI Change Type
	OC
	Identifies a type of notification regarding UP path management event.
	TrafficInfluence 

	DNN
	OC
	Identifies a DNN.
	TrafficInfluence 

	Ethernet Traffic Filters
	OC
	Identifies Ethernet packet filters.
	TrafficInfluence 

	GPSI
	OC
	Identifies a user. 
	TrafficInfluence 

	S-NSSAI
	OC
	Identifies an S-NSSAI.
	TrafficInfluence 

	Subscribed Events
	OC
	Identifies the requirement to be notified of the event(s).
	TrafficInfluence 

	Temp Validities
	OC
	Indicates the time interval(s) during which the AF request is to be applied.
	TrafficInfluence 

	Traffic Filters
	OC
	Identifies IP packet filters.
	TrafficInfluence 

	Traffic Routes
	OC
	Identifies the N6 traffic routing requirement.
	TrafficInfluence 

	Valid Geographic Zone Ids
	OC
	Identifies a geographic zone that the AF request applies only to the traffic of UE(s) located in this specific zone.
	TrafficInfluence 
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End of changes



